
3GPP TSG-SA WG1 Meeting #83 
S1-182226
West Palm Beach, Florida, USA, 20 - 24 August 2018
(revision of S1-18xxxx)
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	22.804
	CR
	0004
	rev
	-
	Current version:
	16.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:

	TR 22.804 - editorial cleanup of annexe B

	
	

	Source to WG:
	Siemens AG

	Source to TSG:
	S1

	
	

	Work item code:
	FS_CAV
	
	Date:
	2018-08-10

	
	
	
	
	

	Category:
	D
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	Missing Oxford commas; spurious repetition; missing hyphen (compound modifier)

	
	

	Summary of change:
	Rectfied the shortcomings identified above.

	
	

	Consequences if not approved:
	Text grammatically incorrect; awkward to read.

	
	

	Clauses affected:
	Annex B

	
	

	
	Y
	N
	
	

	Other specs
	
	x
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	x
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	x
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


_________________________start of proposed changes______________________________

Annex B:
Communication errors

B.1

Introduction

IEC 61784-3-3 describes fundamental communication errors which can be identified for applications with functional safety requirements [25]. The description of these communication errors refers to field buses. These errors may however also occur in other communication systems.

B.2

Corruption

Messages may be corrupted due to errors within a bus participant, due to errors on the transmission medium, or due to message interference.

NOTE 1: Message error during transfer is a normal event for any standard communication system; such events are detected with high probability at receivers by use of a hash function.

NOTE 2: Most communication systems include protocols for recovery from transmission errors, so these messages will not be classed as 'loss' until recovery or repetition procedures have failed or are not used.

NOTE 3: If the recovery or repetition procedures take longer than a specified deadline, a message is classed as 'unacceptable delay'.

NOTE 4: In the very low probability event that multiple errors result in a new message with correct message structure (for example addressing, length, hash function such as CRC, etc.), the message will be accepted and processed further. Evaluations based on a message sequence number or a time stamp can result in fault classifications such as unintended repetition, incorrect sequence, unacceptable delay, insertion [25].

B.3

Unintended repetition

Due to an error, fault, or interference, not updated messages are repeated at an incorrect point in time.

NOTE 1:
Repetition by the sender is a normal procedure when an expected acknowledgment/response is not received from a target station, or when a receiver detects a missing message and asks for it to be resent.

In some cases, the lack of response can be detected, and the message repeated with minimal delay and no loss of sequence, in other cases the repetition occurs at a later time and arrives out of sequence with other messages.

NOTE 2:
Some field buses use redundancy to send the same message multiple times or via multiple alternate routes to increase the probability of good reception [25].

B.4

Incorrect sequence

Due to an error, fault, or interference, the predefined sequence (for example natural numbers, time references) associated with messages from a particular source is incorrect.

NOTE 1:
Field bus systems can contain elements that store messages (for example FIFOs in switches, bridges, routers) or use protocols that can alter the sequence (for example by allowing messages with high priority to overtake those with lower priority).

NOTE 2:
When multiple sequences are active, such as messages from different source entities or reports relating to different object types, these sequences are monitored separately, and errors can be reported for each sequence [25].

B.5

Loss

Due to an error, fault, or interference, a message or acknowledgment is not received [25].

B.6

Unacceptable delay

Messages may be delayed beyond their permitted arrival time window, for example due to errors in the transmission medium, congested transmission lines, interference, or due to bus participants sending messages in such a manner that services are delayed or denied (for example FIFOs in switches, bridges, routers).

NOTE: 
In underlying field buses using scheduled or cyclic scans, message errors can be recovered in the following ways:

a)
immediate repetition;

b)
repetition using spare time at the end of the cycle;

c)
treating the message as lost and waiting for the next cycle to receive the next value.

In case (a), all the following messages in that cycle are slightly delayed, while in case (b) only the resent message gets a delay.

Cases (a) and (b) are often not classed as an unacceptable delay.

Case (c) would be classed as an unacceptable delay unless the cycle repetition interval is short enough to ensure that delays between cycles are not significant and the next cyclic value can be accepted as a replacement for the missed previous value [25].

B.7

Masquerade

Due to a fault or interference, a message is inserted that relates to an apparently valid source entity, so a non-safety related message may be received by a safety-related participant, which then treats it as safety related.

NOTE:
Communication systems used for safety-related applications can use additional checks to detect masquerade, such as authorised source identities and pass-phrases or cryptography [25].
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